# Exercises: Web Security

Problems for exercises and homework for the [“C# MVC Frameworks - ASP.NET Core” course @ SoftUni](https://softuni.bg/courses/asp-net-mvc).

## Cross Site Request Forgery

Remember **Problem 4** from the **Exercise** for Identity - Learning System? You created a simple web application with quite some functionality there, and quite some forms. But you didn’t think much of security then, right?

That means that there are quite some possibilities of **Security Vulnerabilities**. You’ve learned about **ASP.NET Core’s built-in Framework Security** and how to use it. Most of it is **automatic**, but there are some manual things, just to smake sure.

Make sure all your **POST** **forms** are secured from **CSRF attacks**, by providing your application with the Security it needs.

## Test your Application for Vulnerabilities

Your task is to test the application (Learning System) for security vulnerabilities.

Use software tool like **Acunetix Vulnerability Scanner** (<http://www.acunetix.com/>)or any other vulnerability scanner.

Read the suggestions from the tool and try to fix the vulnerabilities.